
Hardware and Software Requirements for website and Navigator  

  

 

Machine configuration:  

P5 2.8 GHz or Higher  

4GB RAM or Higher   

40 GB HDD or Higher  

  

Operating System:  

Windows 10 32 bit or 64 bit  

  

Internet Connectivity:  

1 mbps Lease line connectivity or Higher / 1 mbps broadband connectivity or Higher.  

  

Digital Certificate:  

A valid digital certificate is required in order to have access to STP-Gate.  

  

Browser: 

Microsoft Edge browser with IE 11.0 mode  

  

   

Settings for New Navigator:  
a) There must be connectivity between the machine where the component is installed and FTIL 

STP-Gate service.  

b) Firewall should not block port 443 and 446.  

c) Client has certificate installed on the machine.  

d) For application installation,  

Admin rights are required on system32 and application folder.   

e) After installation,   

Read, Write and Read & Execute rights are required on Application Folder and Upload & 

Download folders.  

  

IE Settings for New Navigator Inbox version :-  

1) Open Internet Explorer.  

2) In the Tools menu select Internet Options.  

3) Click the Advanced tab and then scroll down to Security section as pictured below.  

4) Then turn off or uncheck Check for server certificate revocation, highlighted below.  

5) Click Ok at the bottom of the window.  



 
  

Other Dependencies:  

Dot Net 2.0 and 4.0 Framework  MS 

Office 2003 / 2007 / 2010  

capicom_2_0_0_3.dll & Digital Signature.dll are registered as per the OS version (32 bit / 64 bit) 

WinZip / WinRar  

  

  

 STP-Gate Website:  

www.stpgate.com/cm.stpgate.com  

  

Proxy type:  

IP Based (Scrip based proxy not allowed)  

  

IP (Live  Site)  

EQ Navigator - 13.201.202.89:443 

F&O Navigator - 13.201.202.89:446 

Website - 13.201.202.89:447 

  

 

    

  

  

   

http://www.stpgate.com/

